
1

Sanday B.V. Responsible disclosure
At Sanday, we take the security of our systems very seriously. Despite our care for the security of our systems, it is possible 
that there may still be a weak spot in our own systems or in those of our partners.

If you find a vulnerability in one of our systems, we would like to hear about it so we can take measures as quickly as possible. 
We would like to work with you to better protect our customers and our systems.

We ask you to:

• Email your findings to: cert@sanday.com.
• Encrypt your findings with our PGP key, if possible, to prevent the information from falling into the wrong hands.
• Not to exploit the problem by, for example, downloading more data than necessary to demonstrate the leak, or by accessing, 
deleting, or modifying data belonging to third parties.
• Not to disclose the problem to others until it has been resolved, and to immediately delete all confidential data obtained 
through the leak after it has been fixed,
• Not to use attacks on physical security, social engineering, distributed denial of service, spam, or third-party applications.
• Provide sufficient information to reproduce the problem so that we can fix it as quickly as possible.

Typically, the IP address and/or the URL of the affected system, including a description of the vulnerability, is sufficient, but 
more may be required for more complex vulnerabilities.

What we promise:

• We will respond to your report within 5 business days with our assessment of the report.
• If you have adhered to the above conditions, we will not take any legal action against you regarding the report.
• We will treat your report confidentially and will not share your personal information with third parties without your permission 
unless it is necessary to comply with a legal obligation. Reporting under a pseudonym is possible.
• We will keep you informed of the progress of solving the problem.
• In communications about the reported problem, we will mention your name as the discoverer if you wish.

We aim to resolve all problems as quickly as possible, and we would like to be involved in any publication about the issue after 
it has been resolved.

PGP key:
You can use the PGP on the next page to send an encrypted email.

mailto:cert@sanday.com
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-----BEGIN PGP PUBLIC KEY BLOCK-----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=g/Ka
-----END PGP PUBLIC KEY BLOCK-----


